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Scaling Bitcoin Operations

● What is Scaling?

● Why Bitcoin Optech?

● Scaling today

● What’s coming?

● What about fees?



What is scaling?



use the chain for 
what the chain is 
good for



verify, don’t compute



Verify, don’t compute

● Only reveal spending conditions at time of spend

=> P2SH or P2WSH

● Batch multiple payments into one on-chain commitment

=> layer 2 (eg lightning)

● Only reveal the branch of the contract that was executed

=> MAST, Taproot

● In the common case where everyone agrees, only broadcast a single (threshold) signature

=> Taproot, Graftroot

● Combine multiple signatures into a single signature

=> threshold signatures, MuSig

● Embed additional conditions/commitments invisibly into digital signatures

=> adaptor signatures and scriptless scripts



Use the chain for 
what the chain’s good 
for

the invisible hand



the invisible hand

● Bitcoin incentivizes users to act efficiently

● Block space is a scarce resource

● The fee market helps allocate that resource to those who value it most

● The fee market can only work when blocks are full



Why no supersize blocks?

● Destroys decentralization

● Can never be large enough

● Destroys the fee market - removes incentive to implement optimizations

● Who decides?



Why Bitcoin Optech?







2017

● Intense fee pressure at end of year

● Low segwit usage

● Many exchanges not batching

● Lots of low hanging fruit





What we’re doing

● Engage companies

● Hold workshops

● Weekly newsletter

● Scaling book

● Exec briefing

● Dashboard

● Future scaling opportunities



How can we scale today? 



Scaling today

● Payment batching

● Segwit

● Patient spending

● Others

https://en.bitcoin.it/wiki/Techniques_to_reduce_transaction_fees

https://en.bitcoin.it/wiki/Techniques_to_reduce_transaction_fees


Payment Batching





Segwit

● Rebalances fee weight to add onchain capacity

● Incentivizes consuming UTXOs over creating UTXOs

● Can be native segwit or P2SH-wrapped segwit



Type Legacy vbytes P2SH-wrapped 
segwit vbytes Savings Native segwit 

vbytes Savings

Single signature 226 167 26% 141 37%

2-of-2 335 197 41% 169 50%

2-of-3 365 206 44% 178 51%

3-of-4 469 233 50% 205 56%



Patient spending

● Use high fees when confirmation time is urgent, low fee otherwise

● Make on-chain payments when others aren’t

● Spread out payments

● Set expectations!









Other fee saving techniques

● Coin selection

● Fee estimation

● UTXO consolidation / adaptive coin selection

● Fee-bumping (RBF and CPFP)

https://en.bitcoin.it/wiki/Techniques_to_reduce_transaction_fees

https://en.bitcoin.it/wiki/Techniques_to_reduce_transaction_fees


What’s coming?



What’s coming

● Lightning

● Schnorr

● Threshold Signatures / MuSig

● Taproot



Lightning



Lightning

● ‘Layer 2’ payment network

● Many payments can be made between participants with minimal activity on the blockchain

● Over $2.5M capacity and increasing





Schnorr signatures



● Slightly smaller encoding than DER encoding (64 bytes -vs- 72 bytes)

● Uses same elliptical curve and compatible with existing private keys

● Has same assumption as ECDSA of hard discrete log problem

● Unlike ECDSA, has a security proof

● Schnorr signatures are linear in the components of the signature (s,R) and can be added:
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Schnorr signatures



● n-of-n multisig can be replaced by a single public key / signature

● Enables many other innovations:

○ Scriptless Scripts

○ Taproot

○ Musig

○ Graftroot

● (With more consensus changes):

○ Enables signature aggregation

○ Enables batch validation

Schnorr signature linearity



threshold
signatures
and
MuSig



● MuSig is a multi-signature scheme that aggregates keys

● Any n-of-n or k-of-n multisignature at the cost of 1 signature

● n-of-n does not require interactivity during key setup (assuming all parties know pubkeys)

● k-of-n is an interactive protocol requiring 3 rounds when signing

● Lots of active research!

Threshold Signatures and MuSig



Taproot



● Bitcoin script encumbers transaction outputs with spending conditions

● P2SH encumbers a transaction output with a commitment to spending conditions

● MAST encumbers a transaction output with a commitment to one of several spending conditions

● Taproot places the MAST commitment into a (tweaked) pubkey

○ In the common case, everyone signs and there’s only one (tweaked) signature

○ In non-cooperative case, provide:

■ Tweak

■ Untweaked pubkey

■ Merkle proof to branch

■ Spending conditions

MAST and Taproot



● Steve, Mike and I hold private keys.

● We create an output that can be spent by:

○ All three of us signing (common case)

○ Two of us signing if one month has passed

○ One of us signing if a year has passed

Taproot example





What about fees?





https://www.oxt.me/entity/bitmex



Questions?


